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Current Projects

1. PKI Enablement with National Board of Revenue System (NBR)- Sign contract 
with NBR 2013 to implement DSC into their system

2. Rajdhani Unnayan Kartipakkha (RAJUK) – Construction Permitting System
Total files Submitted by Land Owners and Professionals: 12600+
Total files Completed by RAJUK Officials: 7000+

3. Registrar of Joint Stock  Companies and Firms (RJSC) - Back Office 
Application and User Level share distribution
Approx.  10,00,000 Documents are signed
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Current Development

Dohatec eSign Solution:
a) eKYC app for Andriod and IOS
b) Generate Root Certificate
c) Generate CA Certificate
d) Signing Solution
e) Credit System including Payment Gateway
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Dohatec eSign

• Authenticated by NID
• Verify signature by scanning QR 

code
• Ensure integrity through file 

scan
• Protected by advanced RSA 

algorithm
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Generating CSR

Generate CSR and send it to Root CA (CCA) for signing 
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Configuring Root

Upload root certificate (cer file) in CA system
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Configuring CA

Upload CA certificate (cer file) in CA system
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eKYC-Phone verification

User enters their phone number and an OTP is sent via SMS
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eKYC-Email verification

User enters their email address and an OTP is sent to the email
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eKYC-Scanning NID

User scans their NID and 
confirms NID number and Date of birth
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eKYC-Face match

User scans their face and 
face is matched with NID picture



Trust        Security        Authentication 

eKYC-Personal information

User information fetched from NID server
User inputs thier residential address
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eKYC-Setting PIN

User sets a 6-digit PIn for login and signing
Registration is completed successfully
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eSign-Login

User logs in with phone number
and 6-digit PIN number
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eSign-File selection

User selects a file from the file chooseer
which they want to sign
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eSign-Signing

User drags and drops the sign position
and click on Sign Document button. User needs to select suitable package and 

input their PIN number for added security
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eSign-Signed Certificate

Certificate details after signing
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eSign-Signed Certificate

Certificate chain after signing
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Q&A
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Thank You


